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07813 125443 |  www.break-thru.co.uk |  info@break-thru.co.uk

1. Policy Statement
Breakthru CIC is committed to complying with the UK General Data Protection Regulation (GDPR 2018) and the Data Protection Act 2018. We handle personal information responsibly, ensuring the privacy and rights of service users, staff, volunteers, and stakeholders are respected.
This policy explains how we collect, store, process, and protect personal data, and your responsibilities in handling it.

2. Purpose
This policy aims to:
· Ensure compliance with GDPR and data protection legislation
· Protect the privacy of all individuals associated with Breakthru CIC
· Guide staff, volunteers, and students in handling personal data safely
· Outline rights of individuals regarding their personal information

3. Scope
This policy applies to:
· All staff, volunteers, and students on placement
· All Breakthru services and projects, including:
· Beyond Blue counselling
· Volunteer Buddies
· Aman Group
· Beyond Learning, Behance, Between Women, Knit n Knatter, Artsy, Youth Work, Neurodiverse Support & Wellbeing
· All personal data in written, electronic, or verbal form

4. Data Protection Principles
Breakthru CIC adheres to the following GDPR principles:
1. Lawfulness, fairness, and transparency – personal data is processed lawfully and fairly
2. Purpose limitation – data is collected only for specific, legitimate purposes
3. Data minimisation – only data that is necessary is collected
4. Accuracy – data is kept accurate and up to date
5. Storage limitation – data is kept only as long as necessary
6. Integrity and confidentiality – data is processed securely
7. Accountability – Breakthru can demonstrate compliance with GDPR

5. Lawful Basis for Processing
Breakthru CIC processes personal data based on one or more lawful grounds:
· Consent – the individual has given clear consent
· Contractual necessity – data is required to provide services or manage volunteer/staff agreements
· Legal obligation – processing is necessary to comply with the law
· Vital interests – to protect someone’s life or safety
· Legitimate interests – processing is necessary for Breakthru’s operations and the individual’s rights are respected

6. Personal Data Collected
We may collect:
· Name, address, contact details
· Date of birth, gender, ethnicity
· Health and wellbeing information (where relevant)
· Volunteer, student, or staff records
· Safeguarding or risk-related information
· Service user records relevant to our projects
All data collected will be relevant, accurate, and securely stored.

7. Data Storage and Security
· Paper records: stored securely in locked cabinets at Breakthru HQ
· Electronic records: password-protected and only accessible to authorised personnel
· Email communications: use secure accounts and do not share personal information unnecessarily
· Data retention: records are kept according to Breakthru’s Records Management & Retention Policy and safely destroyed when no longer required

8. Sharing Personal Data
Personal data may be shared only when necessary and with authorised personnel or external bodies:
· Internal staff and volunteers (for legitimate service delivery purposes)
· Safeguarding or health authorities (if someone is at risk)
· Regulatory or statutory bodies as required by law
Consent will be obtained wherever possible unless sharing is required to protect someone from harm.


9. Individual Rights
Individuals have the following rights under GDPR:
· Right to be informed – about how their data is used
· Right of access – request a copy of their data
· Right to rectification – correct inaccurate or incomplete data
· Right to erasure – request deletion of personal data
· Right to restrict processing – limit how their data is used
· Right to data portability – receive their data in a usable format
· Right to object – object to processing in certain situations
· Rights related to automated decision-making – have decisions reviewed
Requests should be directed to info@break-thru.co.uk.

10. Responsibilities
· All staff, volunteers, and students must handle personal data confidentially and securely
· Data breaches must be reported immediately to your line manager or the Data Protection Lead
· Breaches may result in disciplinary action and must be documented

11. Training and Awareness
· All staff, volunteers, and students receive GDPR training at induction
· Awareness and compliance are reinforced through supervision and refresher training

12. Acknowledgment
I, ____________________________________, have read and understood Breakthru CIC’s GDPR & Data Protection Policy. I agree to comply with this policy and protect personal data appropriately.
Name: ___________________________
Role: ____________________________
Signature: _______________________
Date: ___________________________

Policy Owner: Breakthru CIC
Location: Beyond Blue, 19a Spring Court, Spring Head, Wednesbury WS10 9AD
Contact: info@break-thru.co.uk | 07813 125443
Next Review Date: Oct 26
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